ITS Information Security Office

Best Practices for Changing NetID Password

**Purpose:**

The purpose of this document is to outline the best practices for changing NetID passwords.

**Changing your Password:**

Changing your NetID password annually (at a minimum) per the KSU Username and Password Policy is an important measure to protect KSU data from unauthorized access. If you have any reason to believe that your account has been compromised, it is critical that you change your password immediately to limit any potential access that a hacker may have to campus systems. To change your password, go to https://netid.kennesaw.edu, log in with your existing credentials, and click on the “Change Password” link.

**Accessing e-mail:**

After your NetID password is changed, you will no longer be able to access your Zimbra e-mail via Outlook, Thunderbird, Mac Mail, or smart phone until you update your account settings to reflect the new log in information.

**Wireless Network connectivity:**

You should also be aware that when your NetID password is changed, your KSU wireless network settings on your laptop or mobile device need to be changed to reflect the new password, or you will be unable to connect to the network.

**Accounts not affected:**

There are currently a number of campus systems that do not use authentication via NetID:

- KSU Connect
- Banner INB
- NolijWeb
- KSU Web
- Track-It

The above accounts' passwords must be changed independently of NetID. If the same NetID password is used for any of them, it is critical that they be changed.
in the event of a possible account compromise to prevent hackers from accessing these systems. If you encounter difficulties or have questions regarding changing your password(s), please contact the KSU Service Desk at (770) 423-6999 or by e-mail at service@kennesaw.edu.